2086

IEEE TRANSACTIONS ON MOBILE COMPUTING, VOL. 14, NO.10, OCTOBER 2015

On Oscillation-Free Emergency Navigation
via Wireless Sensor Networks

Lin Wang, Student Member, IEEE, Yuan He, Member, IEEE, Wenyuan Liu, Member, IEEE,
Nan Jing, Jiliang Wang, Member, IEEE, and Yunhao Liu, Fellow, IEEE

Abstract—Emergency navigation is an emerging application of wireless sensor networks with significant research and social value. In
order to ensure the safe and timely navigation of the evacuees, most of the existing works model navigation as a path-planning problem
or movement decision support problem and adopt different metrics, such as the shortest route, the minimum exposure path, and the
maximum safe distance. Without sufficient consideration of the dynamics of danger, the existing approaches are likely to cause users
to move back and forth during navigation, known as oscillation. Frequent oscillations inevitably result in the user remaining in danger for
a longer period of time, amplification of the user’s panic, and eventual decrease in the chances of survival. In this paper we take users’
oscillations in the dynamic environments into account and quantify the local success rate of navigation using a metric called ENO
(Expected Number of Oscillations). We then propose OPEN, an oscillation-free navigation approach that minimizes the probability of
oscillation and guarantees the success rate of emergency navigation. We implement OPEN and evaluate its performance through the
trace from our system and extensive simulations. The results demonstrate that OPEN outperforms the current state-of-the-art

approaches with respect to user safety and navigation efficiency.

Index Terms—Reachability, oscillation, emergency navigation, wireless sensor networks

1 INTRODUCTION

WIRELESS sensor networks (WSNs), born with the abil-
ity to automatically monitor and interact with the
physical world under various environmental dynamics,
have been receiving increased attention in recent years [1],
[2], [3], [4], [5]. Navigation is an emerging application of
WSNs, in which sensor nodes collaboratively explore the
dynamic environmental conditions and people’s move-
ments [6], [7], [8], [9], and then prevent people in danger
from once again traversing into the dangerous area, such as
a geologic hazard, fire rescue, oil spill, etc. A WSN system
for forest monitoring, GreenOrbs [1], [7] was deployed in
the TianMu Mountains of China. Regarding potential disas-
ters such as wildfires and landslides, navigation service is
very important in ensuring visitor safety. Because the moni-
tored area is very large and WSN deployment generally
contains a number of sensor nodes, a directed user can only
have a limited field-of-view and the local network informa-
tion. Navigating the user safely to the destination becomes
very challenging, especially considering the dynamically
spreading danger area. The goal of guaranteeing the safety
of directed users motivates us to study a highly efficient
and reliable navigation approach.
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Navigation with WSNss is attractive but challenging, due
to the resource constraints of low-cost sensor nodes and the
ad-hoc deployment of a WSN in large areas. A key issue in
designing navigation approaches is the metric for evaluat-
ing a path’s quality with respect to user safety and naviga-
tion efficiency. The existing works [10], [11], [12], [13] tackle
the tradeoff between these two metrics. Those approaches,
however, mostly consider the emergency as a static phe-
nomenon and do not sufficiently address the dynamics
(proliferation, shrink, and movement) of danger in the navi-
gation solutions. As a result, navigation paths provided by
those approaches are not necessarily passable in the end,
due to the changes in emergency situations and environ-
mental conditions. In order to keep the users safe, those
approaches have to recalculate the navigation paths fre-
quently when the dynamics of danger are present. Oscilla-
tion is defined as a phenomena that the navigated user is
guided to move back and forth passively in local area, due
to external impact (e.g., environmental dynamics or crowd
congestion).

We note that the oscillation is an essential reactive to
guarantee the path safety on the path the navigation system
selected. However, the passive reentrant most likely con-
sumes the escape opportunity for the evacuated. Thus, in
the design of OPEN we minimize the passive oscillation as
much as possible, while at the same time, we do not deny
the necessary oscillation on the moving path in order to
ensure safety.

It might be a general belief that oscillation of a user
during navigation and the resulting prolonged period
required to successfully navigate a user to safety is
acceptable. Considering the practical cases with emer-
gency navigation, however, oscillation is not just a matter
of time. Oscillations inevitably result in users remaining
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Fig. 1. Scenarios of emergency navigation using sensor networks. (a)
indicates the generated path from a user to an exit. The user moves to
the exit while the dangerous regions “B”,“C” spread toward the path as
shown in (b). Moreover, the user attempts to turn back to find an alterna-
tive path. (c) shows that the alternative path is covered by dynamic dan-
ger “A”, which decreases the user’'s chances of survival. (d) indicates
the reachable path without oscillations.

in danger for a longer period of time and prolong the
threat to the user’s safety. As the dynamic spreading dan-
ger (e.g., fire or gas leak) jeopardizes the user’s chances of
survival, it is increasingly likely that frequent oscillations
will cause the directed user to eventually miss the chance
of survival.

Before further introducing the motivation of this work,
we present a formal definition as follows: a navigation path
is considered to be a reachable path, if and only if at any
waypoint and the corresponding time point, the safety of
the directed user is guaranteed. The reachability of a navi-
gation path is then defined as the probability of a path to be
reachable.

Fig. 1 shows an illustrative example of oscillation, which
helps to understand the reachability of navigation. In our
scenarios, three gray regions indicate dynamic emergency
sites (designated A, B and C). The dotted arrow represents
the selected direction of travel for a trapped user. The solid
arrow indicates the path the user has previously traveled.
According to temporal order, subgraphs (a)-(c) show the
snapshots of navigating a user in three intervals. We can
see that the user will be navigated to an exit. However,
oscillation occurs when the danger zones encroach the
selected path, forcing the user to turn back and find an
alternate route. Unfortunately, the dynamic emergency
has spread and blocked all escape routes. We hope to pre-
dict the moving direction of the emergency sites and gen-
erate a reachable path without oscillations as shown in
subgraph (d).

The above example reveals that the dynamics of an emer-
gency should be carefully taken into account in the design
of navigation with WSNs. Nevertheless, it is unreliable to
have only passive reactions to the dynamics of emergency,
because frequent oscillations will decrease the user’s
chances of survival. An efficient navigation approach
should closely track the changes of an emergency in
the environment and make proactive decisions for the
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navigated users, so as to guarantee the eventual success
of navigation.

In this paper, we propose OPEN, a navigation
approach that provides oscillation-free paths in WSNs.
OPEN smartly utilizes the sensing capacity of the sensor
nodes to quantify the dynamics of emergency into ENO
(Expected Number of Oscillations). The sensor nodes
work collaboratively to distribute the ENO information
across the network. Using ENO as a novel metric of path
planning, OPEN finds navigation paths with the highest
reachability and thus maximizes the success rate of
navigation.

There are two main challenges in the above mentioned
navigation process. One is how to accurately quantify the
dynamics of emergency during a period of time, and the
other is how to ensure the efficiency of distributed informa-
tion exchange and state update, so as to support real-time
navigation services. In our paper, we focus on utilizing the
logical sequence to navigate the evacuated using WSNs.
Our target is that the navigating path can predict the
dynamics of the physical space in an emergency and reduce
the invalid movement.

Our main contributions are summarized as follows:

1)  We synthetically consider the spatial-temporal char-
acteristics of emergency and propose the novel met-
ric ENO to accurately quantify the emergency
dynamics.

2) We design a light-weight distributed navigation
approach, OPEN, that finds navigation paths with
the minimum probability of oscillations and the best
chance for the directed users to survive.

3) We theoretically analyze the reachability of naviga-
tion and prove the safety guarantee using OPEN.
Moreover, we implement OPEN and demonstrate its
performance advantages through extensive experi-
ments and simulations.

The rest of this paper is organized as follows: Section 2
discusses the related work. The design of ENO and OPEN
is introduced in Section 3. Section 4 presents theoretical
analysis, proofs, and discussions on several important
issues, followed by the performance evaluation based on
real system and extensive simulations in Sections 5 and 6
respectively. The results show that the efficacy, efficiency,
and scalability of the navigation service offered by OPEN
outperform the existing methods. Finally, Section 7 con-
cludes this work.

2 RELATED WORK

2.1 Mobile Robot Navigation
Navigation using sensors is inspired by navigating autono-
mous robots with sensors in the field of Robotics [14], [15],
[16]. To address general motion safety issues, the inevitable
collision states (ICS) concept is proposed in [14]. Our work
is inspired by a version of ICS corresponding to passive
motion safety in [17]. Unfortunately, passive motion safety
does not hold in the scenario of emergency navigation with
WSNSs, which is a real-time service based on multi-hop and
resource-constrained sensor networks.

Simultaneous localization and mapping (SLAM)[18]
focuses on tracking an agent in an unknown environment
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and constructing a real-time road map with a parallel mode.
However, SLAM often relies on specific devices (e.g., stereo
camera) and complex calculations (e.g., particle filter). Our
target is presenting a fast, lightweight solution for emer-
gency navigation.

2.2 Sensor Network Navigation

From the perspective of dealing with dynamic emergency,
the existing navigation approaches of WSNs are classified
into two categories: passive navigation [11], [19], [12], [13]
and proactive safety navigation [9], [20], [21].

Recent works in this area, e.g., [10], adopt the potential
fields and the hop count as metrics to calculate the optimal
navigation paths. The authors propose an indoor navigation
algorithm using temporally ordered routing with global
flooding in [22]. To save the communication cost for initial-
izing paths with global flooding, Buragphain et al. propose
an algorithm based on the skeleton graph of a WSN [11].
Similar to a roadmap, a skeleton graph is a sparse subset of
the original network. To avoid the side-effect of inaccurate
positioning, the authors in [12] propose to navigate people
along the medial axis of the safe field. The approach in [13]
ensures that every user maintains at least a usable path. The
partial reversal method used in [13], however, is likely to
lead the directed users to emerging dangers.

Many passive navigation approaches embed a roadmap
of the WSN that contains a collection of potential paths. It is
worth noticing that the path reachability will be severely
reduced when an oscillation takes place in any period along
the navigation. In an emergency situation, the user flow and
channel capacity are dynamic, which make those model-
based methods lack robustness. By far, a lightweight solu-
tion is desired, which can efficiently predict the emergency
dynamics and network conditions, and provides provable
safety of navigation with WSNs.

2.3 Emergency Evacuation

Using wireless technologies and distributed decision, emer-
gency response [23] or emergency management [24], [25],
[26] (also called emergency evacuation [27]) enable intelli-
gent and fast response to emergencies. We note that not
only the dynamics of emergency but the crowd congestion
can beget the oscillation path. Our work focuses on the
former.

In [23], a real-time decision support system is proposed
to provide reliable suggestions to the evacuees in the pres-
ence of a spreading hazard. It is supposed to work with a
number of priori existing decision nodes. Such a scheme
might not be scalable to large scale networks, due to the
limit on the quantity of decision nodes. A distributed algo-
rithm taking into account predictions of the relative move-
ments of hazards in [23], [27]. The algorithm utilized a
predetermined building model composed with two
weighted graphs. The authors of [24], [25] focus on the dis-
tributed building evacuation simulator or evacuation deci-
sion system. The pedestrian congestion problem is
addressed by means of the maximum flow and minimum
cut theorem [28]. Cognitive packet network (CPN) is intro-
duced to deal with routing and flow control in large scale
and fast changing networks [26], [29]. Based on CPN, such a

IEEE TRANSACTIONS ON MOBILE COMPUTING, VOL. 14, NO.10, OCTOBER 2015

approach in [26] can calculate the path traversal time and
the maximum number of evacuees that can transit the con-
cerned position over the period of time. From a practical
point of view, the capacity of paths is bounded by the physi-
cal space, (e.g., the width of the exit or the corridors), which
is susceptible to the dynamics of emergency instead of the
path traversal time. Therefore, our work attempts to pro-
pose a new path metric that is sensitive to the dynamics of
emergency environments. In addition, those works on con-
gestion management attack on finding a navigation path
with spatial-temporal constraints in the perspective of rout-
ing control, especially in the scene of multiple users,
whereas the potential escape opportunity caused by envi-
ronmental dynamics is ignored.

From the above description, you may notice that in our
navigation problem, both the map and the paths are
included, but modeled in a new way. The motivation
behind this new model is that we try to leverage the wire-
less sensor network technique to offer more reliable and
efficient navigation service.

3 DESIGN

In this section, we elaborate on the design of OPEN. We
address the scenario that a trapped user is navigated
towards a destination. In practice, the destination could be
the exit of the dangerous area or the place where a rescuer
is positioned. The goal is to ensure the user’s safety during
the navigation process.

This section introduces the model and definitions, fol-
lowed by an overview of our basic idea. The third part
presents the details of the ENO metric. The fourth part
introduces the process of path generation and navigation.

3.1 Basicldea

Our basic idea works as follows: A user node equipped with a
radio module communicates with the WSN. Initially, each
node uses a location predictor to estimate the relative distance
from itself to the exit and the dangerous areas. Then the emer-
gency predictor is triggered to select the waypoints and calcu-
late the values of ENO regarding the optional segments and
paths. According to the real-time collected information from
the emergency predictor and the location predictor, the user
node generates a navigation path and keeps updating it, mini-
mizing the probability of oscillations during navigation until
the user safely reaches the destination.

3.2 Model and Definitions

We use the truncated observations graph as the basic net-
work model. The navigation scenario is mapped to a 2-D
Euclidean plane, where a WSN is deployed. The WSN is
modeled by an undirected graph G(V, E), where V is the set
of vertexes and E denotes the set of edges. Each vertex
v(v € V) corresponds to a node and is presented as a six-
tuple: <ID, DS, hy, he, hy, @>. ID is the unique node identi-
fier, which is assigned when the sensor network is
deployed. There are two types of node roles: precarious node
and general node, which indicate a node inside or outside of
the dangerous region. The emergency is regarded as the
existence of a set of precarious nodes whose sensor readings
(e.g., temperature) exceeds a predefined threshold. The
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dangerous region is then modeled as a convex hull of the
subset of precarious nodes and their 1-hop neighbor nodes.
DS denotes the set of neighbor precarious nodes of a gen-
eral node. h,, h. and h,, respectively denote the hop counts
from a general node to its nearest precarious node v,
(h, =0), exit v. (h. =0), and user v, (h, =0). The term
“nearest” indicates the least hop-count distance between
two nodes. @ denotes the vertex sequence on the navigation
path, on which the user node v, is the header and the exit
node v, is the rear.

Our navigation protocol searches for a series of way-
points which correspond to sensor nodes deployed in the
navigation scenario. @) is constructed by joining multiple
¢mn, While each ¢, is a sequence of nodes between two
adjacent waypoints (v,,, and v,,). Note that the node’s state
corresponds to a time variable ¢ as the environment
changes. The connection between any two adjacent way-
points is viewed as a segment.

The node role may be transformed with the dynamics of
the emergency. In our design, the dynamics of the danger-
ous region are mapped to the movement of a node towards
the segment between two adjacent waypoints. For a seg-
ment, the speed of the precarious node is positive if the dan-
ger is approaching it. Otherwise, it means the dangerous
region is moving away from the segment. The greater the
velocity of the dangerous region, the higher the probability
a directed user will encounter oscillations. Note that the
node itself actually does not move. The movement velocity
of a precarious node is calculated by quantifying the ten-
dency of a node to be transformed from general to danger-
ous. This calculation procedure is introduced in detail in
Section 3.3.2.

Joining the segments one by one will form an alternative
path. In other words, a segment is the sequence of nodes
between two waypoints which are on an alternative path. If
a user is positioned at a node on a segment, we say that the
user is sensed by the segment. The waypoint uses the node
sequence, which is stored in the buffer as a queue, to guide
a covered user to the next waypoint until reaching the exit.
From the global view, the set of waypoints V" is a subset of
V, and the set of segments E’ is a subset of E.

3.3 Design Overview

Fig. 2 shows an architecture overview of the proposed navi-
gation system. There are three main modules in our naviga-
tion system: location predictor, emergency predictor, and
path generator. These modules are integrated on every sen-
sor node, supporting a navigation workflow that consists of
several phases, namely initialization, waypoints selection,
path generation, and user navigation. There are three fol-
lowing challenges against our proposed scheme.

We give an imaginary scenario: a number of users
equipped with portable devices are lost in an emergency
environment. The portable device uses an RF module to
access the WSNs which are deployed in advance. First, each
node uses the location predictor to evaluate the relative dis-
tance between them, the exit, and the danger. Second, the
emergency predictor is triggered to select the waypoints
and calculate the proposed metric ENO of segments and
paths. Finally, the user node generates a navigation path
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Fig. 2. Overview of our navigation architecture.

and updates it avoiding oscillations on the path according
to the information from the emergency predictor and loca-
tion predictor in a real-time pattern. The users avoid the
dangerous regions and reach the exit without oscillations in
accordance with the indicators on the device. There are
three challenges in such circumstances:

e How to quantify the reachability of a specified navi-
gation path in the distributed manner.
e How to predict efficiently the tendency of emergency
using local in-network information.
e How to update the navigation path avoiding oscilla-
tions in the process of user navigation.
The details of our solution are described in the rest of this
section.

3.3.1 Initialization

In the initialization phase, h,, h. and h, are first set to zero
on each node. The default node role is general node except
for the nodes at an exit or a user. The real-time hop count
may be captured using the periodic probes, presented as
MSG. A node receiving a probe from another node deter-
mines whether to update the relative hop count, if the probe
is the first valid MSG received during a probing period. The
corresponding node role and hop count will be updated
once there is a significant change on the node. For example,
when the temperature reading on a node exceeds a given
threshold, the node changes its role to precarious node and
floods a probe AMSG,. Once MSG, is received, its 1-hop
neighbors accordingly change their roles to precarious node
and forward the message.

Here, we are trying to express the dangerous status of
each sensor in emergency scenarios, which is implemented
via the periodic sensing and exchanging information with
sensors. In our design, the hop count is used to indicate the
difference of distance between the emergency site and the
possible paths and therefore OPEN belongs to the location-
free navigation scheme. To be precise, the severity of the
danger can be represented by an increased hop count,
which is closely related to the speed of emergency spread
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and the update frequency of sensing. That is to say, the
faster the emergency spread and the lower the frequency
update, the greater the hop count should be set to, so that
the sensor status can be satisfied with the realistic situation
and vice versa. The size of the hop count in defining the pre-
carious node is actually a quantitative reflection of the
spreading speed of the emergency. In a situation where the
emergency spreads faster, it is suggested to adopt a larger
size of hop count to define the precarious node. In this way,
the user’s safety can be effectively ensured. Note that the
calculation result of OPEN is essentially determined by the
actual situation, instead of how a precarious node is
defined.

Regarding the spreading emergency, we assume that the
movement of emergency in a specified interval (i.e., the
sensing interval of sensors in the network) does not exceed
the average distance between any two sensor nodes. From
this regard, we have a quick inference: if a node becomes a
precarious node at some time point, the emergency in a
sensing interval of the sensors can affect at most the 1-hop
range centered at that node. In other words, if a node
becomes a precarious node, its 2-hop neighbors will not
be affected in a sensing interval of the sensors. We employ
1-hop as the hop count by means of our common knowl-
edge. We note that the emergency might move at an
extremely high speed in some special cases (e.g., a radiation
leak). Then the assumption needs to be modified by chang-
ing 1-hop to k-hop, where k indicates the affected range of
the emergency movement in a sensing interval of the sen-
sors. It’s worth noticing that the value of k does not affect
the overall design effectiveness of our approach. After other
nodes receive the message, they change the hop count
between them and the precarious nodes. In the next period,
the value is updated in the same manner. MSG,, and MSG.
is broadcast by a user node and an exit node, respectively.
This process is periodically executed to obtain the relative
position among the nodes.

3.3.2 Waypoints Selection

User nodes and exit nodes are pushed into the initial way-
point set. Our approach supports solving problems of mul-
tiple users and multiple exits. A periodic broadcast
mechanism is maintained, so that all nodes receive the pack-
ets transmitted by the nodes which are potential users or
exits. Each node can decide to discard or use the packet.
Each user node is viewed as an origin; any exit node is
viewed as a terminal. The distance between a node v,, and
another node v, is denoted by h,,,. v, is set to their shared
precarious node which is a convex point towards the seg-
ment ,,v,,. We assume that h,,, and h,, are greater than or
equal to two hops. We select the maximum of Ay, as k.,
which denotes the length of the segment v,,v,.

For predicting the moving tendency of emergency, get-
ting the reasonable k,,, is important with regard to an
appropriate trade-off between the computation cost and the
prediction accuracy. We can find the reasonable k,,, by
searching v, in a non-obtuse triangle (e.g.,, AMNP in
Fig. 3). The distance from v, to vy, hyy, is bounded by

My = il < i < \/m (1)
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Fig. 3. The virtual triangle with two potential waypoints(M, N) and a pre-
carious node(P).

Next, node v, is pushed into the waypoint set V’. During
the next iteration, v, is viewed as the starting point. Simi-
larly, we can find the next waypoint. After multiple itera-
tions, the set of waypoints V’ is generated for a user. The
iteration process is not stopped until v, is an exit node. The
process of generating V’ is shown in Algorithm 1.

Algorithm 1. Recognizing Waypoint Algorithm

1: while A node m receives a flooding message MSG), from a
precarious node p do
if Hop count h,,, > 2 & the node m is a user node then

Pushing m into V' and transmitting MSG,, to the
neighbor n of m;

4:  else

5 Forwarding MSG), to next node;

6: while Each n receives MSG,, do

7.

8

hmn ++;
if h,,, satisfies by inequality (1) then
9: Emn = max(hmn);
10: Pushing n into V7;
11: else
12: Forwarding MSG, to next node;
13: end if
14: end while
15:  else
16: Deleting m from V’;
17:  endif

18: end while

3.4 Proactive Navigation Metric

To quantify the reachability of a path, the node role and the
relative position, the moving velocity of the dangerous
region and the ENO of a path are studied in this section.

3.4.1 Calculate the Velocity of Emergency Spread

It is indeed non-trivial to avoid oscillation while navigating
a trapped user to the exit in the dynamic environment. Our
goal is to quantify the trend of the precarious node’s move-
ment. The dynamics of a dangerous region are mapped to
the movement of a precarious node towards the selected
segment. This conversion has two purposes: one is to ensure
a reliable and stable symmetric link using handshake; the
other is to obtain the time interval which is used to calculate
the velocity and direction of a node’s movement.

By constructing a virtual non-obtuse triangle(< 7/2), the
velocity of any node can be calculated. The triangle is com-
posed of the segments among the two adjacent waypoints
and a precarious node. Suppose ln,(t) =k, X w, @
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Fig. 4. Moving tendency of precarious node v, with a segment. (a) v,
moves closer to a segment; (b) v, shows moves away from a segment.

denotes the average hop distance. In a real network, the tri-
angle’s edge may consist of many non-collinear vertexes.
The principle of calculating the movement velocity is
shown in Fig. 4. 6; denotes the angle between the segment
U0y, and vy, 7,. The length of v,,v,, namely k,,,,, is calculated
by Algorithm 1. We can find the relationship among those
segments with their angles by Cosines Formula as follows:

cos by, = (I, (tu) + 12 = 12 (£0)) /2Ly (t) X L ()

COS Qte = (lzp(tp) + l?rm - lgnp(te))/anp (tp) X lmn (3)

limp(ty/e) means the distance between v, and v, at the time
point ¢,.. The distance is approximately equal to the num-
ber of hops between them. Thus, the relative movement dis-
tance /)" of the mobile precarious node v, with the segment
can be calculated as a projection of v, on the vertical line
U, Uy, as follows:

lzm = lyp(tu) X €086;, — lma(te) X cosby,. )

During the time interval ¢(t = At = t, — t,,), the velocity

" of the precarious node towards the segment is given by:

S P

lmn
mn 4y — p . 5
AOESS )
When the precarious node is approaching the segment
(see Fig. 4a), the velocity is a positive value. Otherwise, it is
a negative value (see Fig. 4b).

3.4.2 Expected Number of Oscillation

Now we formally introduce the metric Expected Number of
Oscillation which measures the number of possible reen-
trant oscillations of a user on a segment. The ENO of a navi-
gation path is the sum of ENOs of all the segments on the
path. Our goal is to find a navigation path with the mini-
mum ENO, so that the roadmap provided to the navigated
user is ensured reachable with the highest probability.

The ENO of a segment during a time interval ¢ is
given by

ety =srmt) Y Y (), (6)

V; €qmn (t) vpEDS;

where Y7 37 h;(t) and s (t) are the spatial and temporal
accumulated emergency level on the segment from v, to v,
during the time interval t. DS; denotes the neighbor
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precarious nodes set of v;. g, (t) is generated by forwarding
MSG, and is stored in every general node between two
waypoints.

For example, by receiving the MSG,, DS,, is recorded on
Um as {vi,ve,v3, s}, and DS, is recorded on v, as {vs,
vy, s }. At the same time, the hop count between the general
nodes and the precarious nodes can be logged. In this case,
hmp 18 {5,3,3,4} and {5,3, 3,3}, hyy is {4,3,3} and {4,2,3}
at time ¢, and t., respectively. Note that there are two
shared precarious nodes v3 and v, for both waypoints. vy is
selected to predict the emergency dynamics. Since h,,,, = 4
is logged according to the received MSG, and MSG. at
time t, and ¢, (At = 10), 57" (At) = (2.236 — 2.05)/10 = 0.12,

3 iy () by (bu) 3o by (b )b (te) = (1/5% +1/32 +1/3% +
1/42)(1/4% +1/3%+ 1/3%)(1/5% +1/3* +1/3% + 1/4%)(1/4° +
1/2%+1/3%) = 0.3225 + 0.2825 + 0.37 + 0.4225 = 1.3975.
Therefore, we have ¢, (t) = 0.12 x 1.3975 = 0.1677 as the
ENO of the segment 7,,7,,.

Note that both the dynamics of environment and
the mobility of human beings are impacting factors to the
navigation process. OPEN, as we propose, should take
those two factors into consideration. What we want to
clarify here is that the calculation of ENO in OPEN is a
periodical process that continues throughout the naviga-
tion process. In other words, the ENO of the navigation
path is kept updated as the user moves under the direc-
tion of OPEN.

The ENO of a path as E,.(1") across the network from the
user node v, to the exit node v, is given by

S e (7

VmUn €Que (1)

Eue (T) =

Q.c(T) denotes the node sequence which is dynamically
updated by forwarding MSG, and stored in every waypoint
between a user node and an exit node. T' indicates the
cumulative time which is the sum of A¢ of the segments on
the path 7,7.. We want to clarify a waypoint sequence as a
logical path via WSN and the decision to move along a
safety and moveable escape path. It is not emphasized that
the logical path is mapped into the physical space perfectly
in our paper. In this pattern, the evacuee is able to track any
targeted sensor node by measuring the strength and direc-
tion. Under the circumstances, we consider the priorities of
emergency navigation to be different from the physical path
in emergency management.

3.5 Path Generation and User Navigation

Upon receiving MSG, sent by its nearest exit, a waypoint
computes the moving velocity of the closest precarious
node value, i.e., s;”"(t), using Equations (2)-(5) and the
ENO €]"(t) of any segment using Equation (6) at the time
slot ¢t. Next, the waypoint adds the ENO of its corre-
sponding segment to the ENO of the current path. Then
the waypoint forwards the updated message to the next
waypoint with the updated ENO and the current
sequence of waypoints.

In a period T (T is a time interval in which a user
node receives a waypoint sequence), E,.(T) is obtained
for every user node. The pseudocode is shown in
Algorithm 2.
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Fig. 5. The process of sequence mismatch and direction updating.

Algorithm 2. Computing ENO of Path Algorithm

1: while Receiving a flooding message MSG, from the exit

node v, do

20 Uy — e

3:  if The node is neighbor waypoint of v,, then

4: for v, « all neighbor node of v,, do

5: Computing sl’)’”‘(t) of any two waypoints using Equa-

tions (2)-(5);

6: Pushing the waypoint v,, of the path into Q.(T);

7: Computing e/""(t) using Equation (6);

8: T=T+t

9: E.(T) = E.(T) + €/""(t) and updating MSG,;
10: U, < v, and forwarding it to next waypoint;
11: end for
12:  else

13: Forwording the MSG. to its neighbor(s);
14:  endif

15:  Return E,.(T), Que(T)

16: end while

Users need to select a reachable path using the metric. A
user node selects the minimum ENO (corresponding to the
shortest path) as its reachable path and records the way-
point set Q,.(T") and the set of segments E’. Movement
direction of the user node will be updated if and only if the
waypoint sequence of the path is significantly changed (see
Fig. 5). That is, the original sequence Q..(7,,—1) on the user
node significantly mismatches with the current sequence
Qnode(Thew) on the waypoint, where T),_; is the timestamp of
departing from the previous waypoint, and T,,.,, is the time-
stamp of arriving at the current waypoint. Actually, gener-
ating path and navigating user are designed as enqueue
and dequeue operations, respectively. Updating movement
direction is triggered once a mismatch operation happens at
the header of the queue for both sequences. We show the
pseudo code in Algorithm 3.

Assuming that there are NV nodes in the network, includ-
ing m user nodes and n precarious nodes. Algorithm 1 is
executed once in the initialization phase in a distributed pat-
tern, so the total amount of time to run steps 6 to 14 is n2.
Due to the number of users gradually decreases as naviga-
tion proceeds, the total time required to run the algorithm
can be expressed by (1 + mn?). Generally, the number of
user gradually decreases with the change of time, which
means that the upper bound of the algorithm’s running
time is O(mn?). Intuitively, the running time of the algo-
rithm is closely related to the growth of the number of
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precarious nodes. Each node store and forward a constant
number of data packets, so the space complexity is O(1).
For Algorithms 2 and 3, the basic estimation of ENO has
O(m(N —n)) temporal complexity. As matter of fact, the
number of precarious nodes is far less than that of general
nodes. As N — oo, the temporal complexity can be
expressed by O(mN). Algorithm 2 needs to calculate ENO
between two adjacent waypoints, so the spatial complexity
is bounded by O(mn). similarly, we can get O(m) spatial
complexity for Algorithm 3. Totally, the protocol’s spacial
complexity is O(mN).

Algorithm 3. Navigation and Path Updating Algorithm

while Receiving Q..(7) do
Selecting a @, (7T") with the minimum F,.(T) to escape;
forn=n:1/*n=1|Qu(T)|*/ do
Deleting its ID from V’ when arriving a node;
n=n-—1;
if Que(T),—1) mismatch with Qode(Thew) then
Que (T) = Qnode (Tnew); /* Updating the R*/
else
Que(T) = Que(T,—1); /* continuing the R*/
10: end if
11:  end for
12: end while

hd

A user of the navigation system relies on the information
computed using Algorithms 1-3 to get continuous feedback
from the network on how to reach his/her destination.

4 ANALYSIS AND DISCUSSIONS

For the trapped users, it is a foremost requirement that the
movement direction can guide them away from danger.
Therefore, the algorithm must be correct and efficient. The
theoretical analysis of correctness is presented as follows.

4.1 Correctness

The proposed protocol can dynamically update a poten-
tially dangerous path and navigate correctly the user to
escape along a reachable path. Now we prove the correct-
ness of Algorithm 3. Moreover, it is proved that the aggre-
gated ENO of the actual escape path is bound by the ENO
of the proposed path.

Theorem 1. Algorithm 3 always generates a reachable path to
an exit.

Proof. In Algorithm 2, the user node at which the user
arrives keeps the latest E,.(T) and Q,.(T). Moreover,
each general node keeps its prior segment’s waypoint
close to the exit node. Each node other than the user
node has a smaller E,.(T'). It's proved that there are no
local minima in the network. ad

The user node can always find a node in its path
sequence (Q,.(T) that has a smaller ENO. If the process con-
tinues, the user node will successfully escape via the exit
that has the smallest Q,.(7)(= ). Therefore, Algorithm 3
can correctly find a reachable path to an exit for a user.

Note that the network does not spread MSG,. in the
worst case, i.e., all exits are not reachable. when there is not



WANG ET AL.:

.......

.
’
o’
/
-
0y

E—
/
/
@
P S
<

4
&

v

u

Fig. 6. The upper bound of the integrated ENO.

a reachable path to the exit, our approach cannot yield a
path for the user. Specifically in our design, messages
from an exit node are disseminated in an event-driven
manner. As a result, the message can no longer be trans-
mitted to the rest of the entire network, when no exit is
really reachable. Then, the network does not spread a
message and the algorithm will stop updating the naviga-
tion path. According to the most recent updated result,
the user may choose to stay at a safe place and wait. At
the same time, sensors keep sensing the environment, so
MSG, may be tracked periodically. Once MSG,. appears
again in the network, the algorithm will be recovered and
return to service.

We now compare the integrated ENO values on the path
found by our protocol and the optimal path to show how
reachable the found path is.

Theorem 2. The aggregated ENO on the computed path is upper
bound of the integrated ENO on the escape path.

Proof. By running our protocol, we find a path from v, to v,
E, indicates the sum of the ENOs on the segments con-
nected with waypoint nodes, and the path sequence of
the whole path Q, is T, U1...vs_10.. Let ooy,
10z, . . ., Up—10) be the segment sequence connecting con-
secutive waypoints. Fy denotes the aggregated ENO of
all the segments on a navigation path. We first calculate
the upper bound of F, and then prove that E; cannot be
greater than that upper bound. Let the ENO value of
v;iU,, with any precarious node wv, be e[i)'” , where
|t;om| < R (R is the transmission range of the sensor
nodes). For a precarious node v, moving towards the seg-
ment U;0;51, k(< |0,0;|) is the hop count of the eligible
segment (see Fig. 6). 0

Let v; be a 1-hop neighbor of v,, and [, be the dis-
tance between v,, and v,. We can get l,,, > l;; — R. For
any point j on the segment 7;v,, , let I;, be the distance
between j and v,. Because [;, > [;, — R, the ENO of 7;7;
can be given as follows:

=sJ(t) x hy} = ;7()><R2><l 2 ®
<) x R*x (I, — R) ™

Z’
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Thus we have
séf(t)x R x (I, — R)™*
s (t) x R? x I)?

Then,
y R\ 2 .
e;j(t) < (1 — —) X e;’”'(t).

lip

By summing up ENOs along the entire path, we have:
te B k—1 m -
Ba= [ S eiopr =3 [ S eiont)
u p =0 Y D
k=1 rm R\ 2
[ 2(- lf) S0l ©
i=0 7 g
-2 k-1
o) S

=0

where [U;0,,] < R.If (1 — %)72 < ¢ for all v; and v, we get

R\ 2kl
By, < R(l - l_> Ze;’"(t) < RqE;.

ip =0

This tells us that the actual ENO value is not more than
the computed ENO value of waypoints on the proposed
path. Thus, we consider the path to be a reachable path.

4.2 Discussions
Here we have further discussions on several important
issues regarding the efficacy and efficiency of our proposal.

4.2.1  Modeling Dynamic Danger

Modeling the dynamics of danger (i.e., the danger region
and its dynamic change) is a necessary but challenging task
in emergency navigation via WSNs. An appropriate model
enables one to accurately characterize and predict the dan-
ger, which avoids the potential oscillations of the navigated
user and ensures the safety and reliability of navigation.
Note that the quality of a model actually depends on the
domain information provided by the system designer and
the resource constraints. Specifically, different amounts of
information supports modeling at different granularity. The
resource on the network devices (e.g., the memory space
and the computing capacity on the sensor nodes), usually
restricts the use of complex models.

Our work in this paper mainly focuses on the design and
implementation of a navigation protocol, given a specific
model of danger. With respect to the model parameters, we
only assume the danger region has a computable propaga-
tion speed such that one can quantify the changing trend of
danger. Our algorithms and protocol are not closely cou-
pled with the model used in this paper, and thus can be gen-
eralized to many other models, depending on which kinds
of dangers we address in the applications.

Nevertheless, model refinement may be an interesting
issue to be studied in the context of emergency navigation.
Even in the case with limited domain knowledge or even
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zero prior knowledge, one can also exploit sensor readings
to get feedback information from the environment and
improve the quality of modeling in an online manner. We
leave this issue to our future work.

4.2.2 Path Oscillation and Moving Oscillation

On one hand, we note that there may be oscillations of paths
without any oscillations of people. Path oscillation is a clas-
sic issue in packet networks. In the context of ad-hoc and
sensor networks, path oscillation might be due to dynamic
factors like link quality and node mobility. What we want
to clarify here is that in this paper we mainly focus on the
oscillation of people, which is generally caused by the
change in the navigation path provided by the navigation
service. When a previously used navigation path becomes
unreachable, a new path must be provided to the user. If
the change in the path demands the user to change his/her
moving direction, a user oscillation occurs. If the change in
the path does not demand the user to change his/her mov-
ing direction, there will not be a user oscillation. Hence, it is
different between path oscillation and user oscillation.

On the other hand, we note that wireless signals can pass
through the space constraints (e.g., walls), but people can
not. Based on topography and application context, carefully
planned network deployment may help to alleviate this
problem. However, we also recognize that the deployment
can not completely guarantee that the problem does not
occur. In some extreme cases, users may need to detour to
reach the next hop the algorithms give. If there is unat-
tended emergency right in the detour the user takes from
one node to another, our approach still needs to rely on the
user’s subjective judgment to ensure basic safety.

5 REAL SYSTEM BASED EVALUATION

We evaluate the ENO-based oscillation-free navigation
approach, named OPEN. This section presents the perfor-
mance results evaluating data transmission in real system
with 300 nodes [30].

Other than the outdoor experiments, we conduct some
preliminary tests of our algorithms with a flexible indoor
testbed with 21 nodes. Those results can be reviewed in our
previous work [31].

Through the experiments, we evaluate OPEN’s efficiency
in terms of the path reachability.

5.1 Data

In the outdoor testbed, the sink node collects all the sensor
data. For experimental purposes, we assume the sink node
is the exit. The location information of all nodes is obtained
prior to the experiments, namely during the deployment
phase. Collection tree protocol (CTP) [32] is adopted to col-
lect data from the nodes, which include the environmental
sensor readings, RSSI among the nodes, and link quality of
the wireless links. In our experiments, we use a 120 MB
data trace from the network, which includes all data in three
days. Based on the trace, we construct a dynamic emer-
gency scenario and analyze the performance of our pro-
posed algorithms. Ninety nodes whose illumination
readings vary in the interval [2 x 107,5 x 107] are regarded
as precarious nodes in the experiments.
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5.2 Schemes for Comparison
We compare OPEN with other two schemes, namely ETX +
Hop Count and ETX + Dynamics Prediction.

ETX + Hop Count. An ETX based link estimator is used to
select the data transmission route. Hop count from any loca-
tion to the exit or the precarious node to measure the path
reachability.

ETX + Dynamics Prediction. This scheme includes OPEN’s
modules of virtual triangle based waypoint selection and
movement speed prediction.

5.3 Scalability

In dynamic scenarios, the scalability of navigation service is
an important metric for evaluating the applicability of our
approach in real applications. We demonstrate the scalabil-
ity of OPEN in terms of two different aspects. (1) Routing
stability versus emergency dynamics; (2) Path generation
versus emergency complexity.

5.3.1 Routing Robustness

Method. When an emergency happens, the network forms
some precarious regions in which the packets may be trans-
mitted but the nodes inside cannot be included in a naviga-
tion path. In order to evaluate the robustness of routing
against emergency, we measure the size of the routing
neighbor table on the nodes. We repeat the experiment for
20 different topologies, with transmissions generated from
different packet sources.

Results. Fig. 7 plots the cumulative distribution function
(CDF) of the neighbor table size for all the nodes on the nav-
igation paths from the packet sources to the exit node. The
mean length of navigation paths is around 8.5 hops in two
scenarios (with emergency or without emergency). We can
see that there is hardly any apparent change in the size of
the neighbor table, which means routing is not affected by
emergency factors. The routing mechanism used in our nav-
igation approach ensures consistent and reliable routing
across a variety of topologies and emergency patterns.

5.3.2 Efficiency on Emergency Scale

Method. In this experiment, we increase the number of pre-
carious motes in the emergency region and measure the
impact of emergency scale on the navigation performance
in terms of user safety. The user safety is quantified as the
average hop distance from the nearest precarious mote to
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the navigated user. We repeat the experiments for different
topologies and emergency patterns.

Results. Fig. 8 plots the average hop distance from the
nearest precarious mote to the navigated user, when using
three different approaches (i.e., OPEN, ETX+Hop Count
and ETX+Dynamics Prediction). While OPEN'’s perfor-
mance scales gracefully, the performance of the two ETX-
related approaches deteriorate when there are over 30 pre-
carious nodes. Moreover, we can see the performance of
ETX+Dynamics Prediction is close to that of OPEN and bet-
ter than that of ETX+Hop Count. The main reason is the
ETX+Hop Count approach cannot well react to the emer-
gency dynamics. When a mote’s state is changed from safe
to dangerous, the ETX+Hop Count approach cannot effec-
tively detect it, possibly leading to user oscillation. In com-
parison, the other two approaches can well react to the
emergency dynamics. The ENO-based path planning solves
this problem by extending the spacial dangerous value (pre-
carious nodes scale) to the spatial temporal dangerous value
(dynamics prediction).

Note that the performance of three approaches seems to
oscillate regarding the hop count, especially ETX+Hop
Count. The reason is that those nodes on the navigation
path may be covered by an emergency in the abrupt change.
ETX+Hop Count is sensitive in such cases, whereas our
approach is much more resilient to such changes and shows
stable increase and slight jitter with respect to the safe
distance.

5.4 Oscillation Avoidance

In this experiment, we demonstrate OPENs ability to offer
navigation paths and avoid oscillations in an environment
with dynamic emergency. We assume that path updating is
implemented once a node of the path is converted to a pre-
carious node.

5.4.1 Efficiency of Navigation

Method. This experiment is done in a selected scenario of
navigation, with the terrain and the users’ locations shown
in Fig. 10a. User A needs to be navigated to Location Y as
soon as possible, so a shortest path from his/her current
location to Y is desired. However, the road heading for Y is
blocked. So User A has to encounter an oscillation and
make a U-turn to proceed. Using OPEN with timely ENO
calculation based on the sensor information, User A can
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make a detour at the intersection, so that he/she reaches
their destination via a slightly longer path. We assume that
the average movement speed of a user equals to 3 meters
per second (the average hop distance equals to 30 meters,
while the user must be running in case of emergency). We
repeat the experiment with different numbers of obstacles
in the environment and measure the time taken for the user
to reach the exit location Y.

Results. Fig. 9 plots the time taken for user A to arrive at
Location Y versus the number of obstacles. All three schemes
mentioned in Section 5.2 are tested. We observe that in a net-
work of more than six obstacles, in average OPEN enhances
the efficiency of navigation by 180 percent compared with
the ETX+Hop Count scheme, and 140 percent compared
with the ETX+Dynamics Prediction scheme. In this experi-
ment, ETX+Hop Count predominantly selects the unreach-
able paths to the destination, while OPEN correctly finds the
oscillation-free paths at the waypoints with high probability.
Meanwhile, ETX+Dynamics Prediction performs marginally
better than ETX+Hop Count because the dynamics predic-
tion part adopts a more effective reachability metric, ENO.
Nevertheless, the performance of ETX+Dynamics Prediction
remains unsatisfactory when many precarious nodes exist,
because path planning of that scheme is poor.

5.4.2 Oscillation Segments and Oscillation-Free Path

In this experiment, we present the efficiency of OPEN on
avoiding oscillation in the scenes of Fig. 10.

Method. Consider two types of navigation paths: oscilla-
tion-free path and oscillation path. Here, if the number of

(a) Case 1

(b) Case 2

Fig. 10. Oscillation cases. For (a),the shortest path is blocked from A to
destination by a NLOS obstacle. For (b), the path is unreachable as a
result of the potential collision between A (or B) and the NLOS emer-
gency. In both cases, either the path reachability or user safety is seri-
ously threatened.
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symmetrical sequence of adjacent segments on a navigation
path is greater than 1, we define the segment corresponding
to the symmetric sequence as an oscillation segment.
For example, the segment of a navigation path ¢ is
{v1,v4,v7,v9,v11} at time ¢, while the adjacent segment of
the same navigation path g, a; is {v11,v9,v7,v4,v1} at next
time ¢ + At. ¢; and g;4a; are called the symmetrical sequence
of adjacent segments. Our goal is to provide a navigation
path that contains the minimum oscillation segments. Such
a path is called an oscillation-free path. Three methods are
compared in terms of two performance metrics. One of
them is the number of oscillation segments on a navigation
path, and the other is the oscillation-free path ratio. The lat-
ter demonstrates the influence of the number of evacuee on
the oscillation-free path.

Results. Fig. 11 plots the number of oscillation seg-
ments versus increased emergency sites. The number of
oscillation segments in OPEN is well controlled within 1,
and the number of oscillation segments with the other
two methods are much higher. The reason is that OPEN
can effectively sense emergency tendency and consider
its cumulative changes in time and space, further avoid-
ing the oscillation path. Fig. 12 plots the oscillation-free
path ratio versus increased evacuee. The ratio with OPEN
can be maintained at 100 percent, which means that any
navigation path provided by OPEN contains oscillation
segments less than 2. The reason is that the other methods
need path updating once the evacuee meets the precari-
ous node on the navigation path. OPEN always does path
planning with ENO, which ensures the moving direction
of the evacuee away from the emergency sites. Therefore,
OPEN minimizes the number of oscillations shown in

1.5
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Fig. 12. Oscillation-free path ratio.
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Fig. 10. If only considering accumulative effects of time or
distance, as what the existing approaches do, leads to
more oscillations.

5.4.3 User Safety

In this experiment, we evaluate the effectiveness of OPEN in
terms of user safety during navigation.

Method. Consider a potential counter between the mov-
ing user and the dynamic emergency as shown in Fig. 10b
emulating the common scenario in emergency navigation.
User A is navigating towards a T-intersection and seeks to
merge with a speeding danger on the path. That is a one of
the most challenging problems in designing navigation sys-
tems, often requiring the human to run back and forth in
the local area. In this topology, user C has passed the T-
intersection before the danger arrives.

We note that all exits may be unavailable in the process
of navigation. Fortunately, the potential escaping route will
appear again with the dynamics of the emergency shown in
Fig. 10b. The users A and B can be navigated towards to the
exit along the solid lines. Using sensor networks, the
dynamics can be sensed. By informing users of the dynam-
ics, new paths can be generated so as to adapt to the
dynamic emergency. We evaluate the success ratio of navi-
gation using a fraction of the reachable nodes in all nodes
on the path. The higher the success ratio, the more reachable
user A to detect the coming danger, while implementing
OPEN against the ETX baseline implementation. We repeat
the experiment with different numbers of emergency sites
varying with different patterns (expanding or moving) in
the environment.

Results. All three schemes are tested in the experiments.
Fig. 13 plots the cumulative distribution of the success ratio
of navigation paths. While the worst performance of ETX
+Hop Count deteriorates to as low as 40 percent, OPEN suc-
cessfully avoid danger with over 90 percent probability. That
result demonstrates that OPEN is highly reliable in ensuring
user safety during navigation. Moreover, OPEN performs
relatively consistently under different experiment settings.

6 SIMULATIONS

In order to evaluate the scalability and the reachability of
OPEN in large scale network configurations, we carry
out extensive simulations to compare OPEN with three
state-of-the-art approaches, namely the potential field
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based approach (PF for short) [10], the medial axis based
approach (MA for short) [12] and the CPN based
approach (CPNST for short) [29]. CPNST takes the
potential congestion into account and navigates the users
with shortest evacuation time. In short, the congestions
caused by the increased population density are regarded
as emergencies in our simulation. For this purpose, we
compare the efficiency and navigation safety of each
approach. We are also interested in the approaches’
robustness and behavior when physical obstacles exist in
the environment.

6.1 Simulation Framework

We adopt an event-driven simulation framework written in
C++ which is similar to Specksim simulator [33]. The simu-
lation mainly contains two parts. The first part is a GUI
which is implemented by C++. In this part, we allocate the
movement of people, the current hazard situation and
movement. We use a network topology of a grid partitioned
with 900 to 16,000 nodes in a rectangular area. We partition
the whole area into small cells with five nodes and the aver-
age distance of the both neighbor nodes is 20 meters. The
maximum hop distance is set as 100 meters. The maximum
moving speed of a person and the hazard are set as 3 and 10
meters per sensing interval (here the sensing interval is 1
second). The second part is a wireless sensor network that
will monitor the environment by TOSSIM [34], collect the
data, and send it to the sink node for further processing. A
CSMA protocol and CTP-based routing protocol are imple-
mented in our simulation. The radio model is based on the
CC2420 radio, and the RF noise and interference a node
hears that is manually configured based on meyer-heavy
pattern in TOSSIM. For each round, the evacuated users
and the emergency site are randomly generated in the field.
The ratio of the size of emergency site to network size is
kept below 15 percent. We tune the following parameters to
evaluate the performance of OPEN: the network size, the
node role, and the speed of emergency spread. We compare
OPEN to the state-of-arts from five perspectives, namely
average reachability, robustness, minimum average length,
minimum dangerous distance, and minimum exposure
path.. All simulation results are the output of average val-
ues taken after 20 runs.

6.2 Path Reachability

The purpose of this group of simulations is to compare
OPEN with PF, MA and CPNST with respect to navigation
success ratio, which is measured by the average path reach-
ability. In our simulations, the average path reachability is
expressed as 1 — %;f, where N, indicates the number of
nodes that become precarious nodes after f times of
changes in the dangerous area for all of N,, users. In the con-
trolled simulation, we consider that the only factor, which
causes navigation failure, is the oscillation on the navigation
path.

We assume that the emergency exhibits dynamics in two
patterns: shift and spread. The danger refreshing period is
set to 10, 30 and 60 seconds. In order to compare the path
reachability, we consider four different cases: (i) 40 users
reaching one exit against shifting emergency (named SE40),
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(ii) 40 users reaching one exit against spreading emergency
(named PFE40), (iii) 400 users reaching four exits against
shifting emergency (named S£400), (iv) 400 users reaching
four exits against spreading emergency (named PE400).
The sensor field has 400 nodes deployed uniformly. Fig. 14
shows that OPEN clearly outperforms PF and MA by
always achieving 100 percent reachability in low occupancy
rate (40 users). MA and PF fail to ensure the reachability in
some scenarios, because they do not predict the tendency of
emergency dynamics well. CPNST (with time metric) has
similar success ratio with OPEN in same navigation sce-
nario, because it takes the potential congestion into account.
However, CPNST shows poor performance when the emer-
gencies shift or spread. It is mainly because the CPN based
approaches focus on the dynamics include by human mobil-
ity, PF, MA and our approach address the dynamics of envi-
ronment. As a result, there are some precarious nodes on
the navigation path using MA or PF or CPNST.

We further evaluate the scalability of OPEN at larger
scales. Specifically, we carry out a group of simulations,
where 1,600 nodes are randomly deployed in a 40 x 40 area.
The number of users is set to 100 and 400. Fig. 15 shows the
CDF of path reachability of OPEN, MA, PF, and CPNST.
We can see that more than 99 and 96 percent users can be
successfully navigated to the exit using OPEN and CPNST
respectively. Both of them are much better than the cases
with MA and PF. OPEN selects a reachable path starting
from the current node to a reachable node using the metric
ENO, which means the path reachability is not related to
the scale of the network. This figure also shows that the
path reachability using our approach presents notable sta-
bility as the scale of network increases.

6.3 Robustness

We run the same emergency pattern with different precon-
figured node failure ratio (10, 20 and 30 percent). During
the simulations, we randomly select some nodes as having
failed until the preconfigured node failure ratio is reached.
The results indicate that OPEN is very robust and all users
can reach the exit every time. Our maintenance module is
able to keep the network connected and find alternative seg-
ments as the danger moves.

Fig. 16 shows the average number of segments (an indi-
cator of the extent to which a navigation path is fragmented)
in the roadmap as the emergency spreads. In the figure,
experimental results for both mote-failing (motes are
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destroyed and no longer work) and non-mote-failing (motes
are not destroyed and keep working) cases are shown. We
can see that there is a slight decline in the number of seg-
ments, when motes in the dangerous region keep working.
We also find that as the emergency spreads, only a few
motes are used to maintain the roadmap. An interesting
observation is that our network behaves similarly when
motes fail or danger reaches them.

6.4 Minimum Average Length of Navigation Paths
Using the minimum average length as the metric, we first
evaluate the global oscillation of the navigation path. The
global oscillation denotes the probability of generating
reachable paths for all users with the least oscillations.

Let [41 be the minimum average length of all paths from
the user nodes to the exit nodes, and lppr be the minimum
average length of the optimal path. (97"" indicates a path

ue

length of OPEN. Num, denotes the number of user nodes.
The performance ratio is defined as 51:”’ lave and lppr are
orr

computed by Equations (10)-(11)

lOPEN
ZAVG = min (ﬁ) (10)
OPT
lorr =T b

We inject 20 and 100 user nodes into the network of sizes
400 and 1,600, respectively. Fig. 17 shows the performance
ratio of the three approaches under different network sizes
and different numbers of users. PF keeps the ratio above
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Fig. 16. Robustness.
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1.7, MA keeps the ratio around 1.6, while OPEN achieves
the ratio lower than 1.25. This result demonstrates the supe-
rior navigation efficiency using OPEN. When the dangerous
areas change, OPEN can predict the motion tendency and
estimate the reachability for the next node on the path.
Moreover, the local oscillations are avoided.

6.5 Local Reachability

We evaluate the local reachability of the path, measured by
the minimum distance to the danger. Let d be the minimum
distance from the node on the path to the dangerous region,
and dppr be the maximum minimum distance to the dan-
gerous region from the optimal path. The performance ratio
is defined as dOLPI‘ The larger ratio indicates less oscillation

of the path, namely a better chance for the guided user to
safely bypass the dangerous regions.

Fig. 18 shows that the performance ratio is not affected
by the network size. We can see that the MA approach
achieves the optimal result with the ratio of 1. Our approach
and PF approach have performance ratios above 0.95 and
0.70, respectively. The performance of OPEN is 5 percent
lower than that of MA with respect to the minimum safe
distance, which does not indicate a survival threat. Indeed,
the navigation decisions made by MA are often over-conser-
vative, which tend to miss some potential survival opportu-
nities. In comparison, OPEN greatly reduces the stay time
of users in dangerous regions, enhancing the overall safety
of the guided users as well.

6.6 Minimum Exposure Path
The minimum exposure is introduced to calculate the con-
nectivity of wireless ad-hoc sensor networks in [35]. In this

1
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Fig. 18. On local oscillation.



WANG ET AL.: ON OSCILLATION-FREE EMERGENCY NAVIGATION VIA WIRELESS SENSOR NETWORKS

== PF
MA
1.8} | == OPEN
2
E
3 1.6
g
g
& 14f
13
=9
1.2¢ A—k—"’"‘___‘ i
1 . . . .
[100,0.1] [400,0.2] [1000,0.3]  [1600,0.4]

Navigation scenario

Fig. 19. On minimum exposure.

simulation, we use it to quantify the oscillation probability
caused by unreliable network links. The exposure value of
every point along the guiding path is calculated by W which
is also an indicator of the user safety.

S denotes the exposure value along the planned path,
Sopr denotes the optimal path of each approach. Let the
performance ratio be S(— The lower performance ratio

means higher reachability of the path. The optimal exposure
is calculated by BFS (Breadth-First Search). As shown in
Fig. 19, [100,0.1] indicates the network includes 100 nodes,
amongst which there are 10 percent user nodes and 10 per-
cent precarious nodes. We can see the performance ratio of
OPEN is below 1.21, which is far less than the average val-
ues of PF and MA. PF uses the hop counts from the user
node to the exit and to the danger as the metric directly,
while MA uses the mid-perpendicular between two danger-
ous nodes as the metric based on Vironoi triangulation. The
two approaches may increase the exposure value due to
ignorance of the user’s current location.

6.7 Summary

Here is a brief summary of the performance evaluation
results. Through extensive experiments and simulations,
we evaluate the efficacy, efficiency, and scalability of the
navigation service offered by OPEN. Our experiments are
based on the real-world data traces collected from a
deployed WSN system. The simulations we conduct further
evaluate the performance of OPEN under different settings
of networks and parameters. The results are satisfactory,
demonstrating the reliability and consistency of OPEN’s
navigation service.

7 CONCLUSION

Safety is always the first-place metric of emergency naviga-
tion with WSNs. When facing a dynamic environment with
changing hazards, it becomes even more challenging to
ensure the user’s safety. This work for the first time studies
the predictable reachability of navigation in the dynamic
environment. We propose a reachability-based metric called
ENO, upon which a practical navigation approach, OPEN,
is designed. Our approach efficiently predicts the emer-
gency dynamics in the navigation context and makes
reliable and safe decisions to guide users to the exit. It mini-
mizes the probability of oscillations of navigated users
and thus enhances the reachability of navigation. The
implementation and experimental results demonstrate the
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advantages of our approach. In the future, we plan to take
into account the sociological and psychological factors of
moving crowds and the capacity constraints of roads into
emergency navigation.
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